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Abstract

The landscape of centralized cloud computing is now changing to distributed and decentralized clouds with promising impacts on energy consumption, resource availability, resilience, and customer experience. This research highlights the impacts of emerging IT trends, namely, 5G wireless technology, blockchain, and industrial Artificial Intelligence (AI) in development and realization of the next generation of cloud computing. Integration of these technologies in cyber-physical system and cloud manufacturing paradigms is explained and a unified edge-fog-cloud architecture is proposed for successful implementation in manufacturing systems.
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1. Introduction

Centralized cloud infrastructure is used in the most of industrial application for providing services to clients. Although using a centralized cloud and a single provider has obvious advantages, there are some important challenges that need to be addressed. For example, centralized clouds may consume between 14% and 25% more energy than distributed clouds [1]. They are susceptible to a single point of failure [2] and lack scalability. Moreover, cloud centers may be geographically distant from the data source, thereby posing limitations on data transmission performance which could be significantly important for sensitive applications. Realization of cloud computing in manufacturing, Cloud Manufacturing (CM), leads to an interconnected service-oriented network where manufacturing resources are encapsulated and offered as services to different clients. Advances in Cyber-Physical Systems (CPS) facilitates interconnectivity, resource availability, and manufacturing productivity. In smart manufacturing paradigm, both CPS and CM are integrated to provide seamless services to clients both inside and outside of the factory and realize a unified customer and product-centric platform. Successful implementation of CPS and CM requires advanced technologies for a) reliable and efficient data collection, manipulation, and transfer, b) Dynamic collaboration, resource sharing, and management, c) Autonomous decision making, d) Transparent provision of information, and e) Secure and reliable peer to peer (P2P) interactions. In order to address these challenges, authors in [3] highlighted the contribution of industrial Artificial Intelligence (AI) in enhancing transparency and decision making, and authors in [4] proposed fog computing as an enabler for on-demand resource access and efficient networking. Authors in [5] proposed the integration of blockchain with 5C-CPS architecture to facilitate P2P interactions and secure interconnectivity. Using 5G wireless technology in the realization of cloud manufacturing has been discussed in [6,7]. Although these studies address some of the challenges in the realization of smart manufacturing, still there is a need for a systematic framework and model to integrate these emerging technologies in CPS and CM paradigms and clarify their significant contributions and functionalities.

A summary of the core technology and key advantages of 5G, blockchain, industrial AI, and distributed clouds in the realization of smart manufacturing is presented in Fig. 1 and will be explained in the rest of the paper.

\*Corresponding author

Email address: kathryn.baxter0274@my.riohondo.edu (Kathryn Baxter)
Figure 1: Emerging IT trends and their contributions in smart manufacturing.
2. **5G enabled cyber-physical systems**

Any attempt to generate a cyber-physical integrated system requires real-time data collection from different assets and ubiquitous connectivity that facilitates real-time data flow with high reliability, minimum latency, high coverage, and high data rate. Although telecommunication technologies have been examined as a potential solution in the last decades, due to their low performance, they have not played a major role in industrial applications. However, the fifth wireless technology (i.e. 5G) with inherent advantages is seen as a real game-changer. As depicted in Fig. 1, the core enabling technologies of 5G can be summarized in 1) Millimeter-wave [8], 2) Massive MIMO [9], 3) Software Defined Networking [10], 4) Ultra Densification [11] 5) Radio Access Network [12] and 6) Network function Virtualization [13]. A comprehensive study on the roles and functionalities of these technologies in development of 5G is given in [14,15]. Depending on the application, the use cases of 5G can be summarized in three main categories [16], namely mMTC (massive Machine Type Communications), eMBB (enhanced Mobile Broadband), and URLLC (Ultra-Reliable and Low Latency Communication), as discussed below:

2.1. **mMTC**

This scenario focuses on providing wireless connectivity to a massive number of devices that often are sporadically active, have limited power capacity, and send small data payloads [17]. This implementation improves interconnectivity, scalability, coverage, and indoor penetration and therefore may provide ubiquitous connectivity for IoT devices and facilitate data collection across all devices in the manufacturing shop floor.

2.2. **URLLC**

In this scenario, the accent is on latency and reliability in data transmission. The objective is to transfer a small payload of data with ultra-low latency and high reliability [18]. Possible applications of URLLC in manufacturing are autonomous shop floor, remote control, and mission-critical applications.

2.3. **eMBB**

In this scenario, the data rate is maximized with moderate reliability to transfer large payloads of data. Applications that require high data rates such as augmented reality, intensive collaborative work such as 3D design, and digital twin would significantly benefit from this implementation.

3. **Blockchain**

Blockchain, a distributed ledger, is a decentralized network of multiple participants who achieve consensus over a dataset. The ledger is constantly updated and shared between the members of a peer to peer (P2P) network [19]. Blockchain can provide trustworthy and tamper-resistant transparent information about different stages of the product life cycle [20] which helps in tracing the materials and improving resource allocation. Blockchain enhances security and privacy of distributed networks [21] and by using smart contracts, different tasks can be executed in an autonomous and decentralized way. Blockchain also facilitates distributed storage [22], asset tokenization [23], micro-payment and resource sharing functions [22,24].

4. **Industrial AI**

Industrial AI is a “systematic discipline for utilization of artificial intelligence in industrial applications for knowledge discovery and problem-solving with a sustainable performance”. Implementation of industrial AI in a distributed and decentralized network increase manufacturing resilience, fault tolerance, and efficiency. A network of AI agents brings self-awareness, self-predict, self-adapt, and self-configure functionalities to the elements of the system. Blockchain tools provide mutual authentication between devices, evaluate the legitimacy of software and data, and enhance the privacy and security of AI modules. Due to the integration of AI agents with 5G and blockchain, availability of data increases and more independent AI developers can cooperate in a systematic fashion.

Time-consuming and advanced applications such as deep learning and transfer learning can be realized through the utilization of distributed computing and federated learning. Finally, manufacturing tasks and
Figure 2: The proposed framework for autonomous smart manufacturing.
decision making could be achieved in an autonomous and decentralized approach. A conceptual framework showing the proposed agent-based autonomous manufacturing is given in Fig. 3. In this structure, a network of AI enablers is designed to create high-quality AI tools, evaluate their performance and suitability before passing them to the service and knowledge exchange layer for utilization in different applications. In order to create an autonomous intelligent process, advanced AI tools such as deep learning are utilized to extract actionable information from raw data automatically and provide insights for decision making. 5G advanced connectivity and the blockchain's smart contracts would be of significant use in the automation process.

5. The proposed edge-fog-cloud architecture in 5G environment

The next generation of edge-fog-cloud architecture is shown in Fig. 4 where not only resources are brought closer to clients, but also blockchain, 5G, and industrial AI technologies are incorporated in different elements of the network to enhance P2P interactions and realize autonomous manufacturing. 5G wireless technology can be utilized to reduce communication latency, maximizes throughput, increases interconnectivity, and potentially speeds up the computational tasks by enabling distributed computing functionalities. Security and privacy are the main challenges in the realization of distributed clouds which could be addressed through the adaptation of blockchain technology [21,25,26] and finally, industrial AI facilitates autonomous and distributed decision making. Moreover, in the proposed architecture, multi-cloud providers work together and may share their infrastructure in a P2P interconnected network to enhance resource availability and reduce operational expenses. Different elements of the proposed edge-fog-cloud architecture are explained below.

5.1. Edge Micro-Clouds

A micro-cloud is a standalone and on-demand resource that has computational, storage, and networking capabilities and is equipped with AI agents for independent and cooperative decision making. Incorporating 5G in micro-clouds facilitates device to device (D2D) communication without interaction with a base station (BS) or with limited BS involvement. This function creates a massive ad hoc mesh network that significantly increases interconnectivity and brings enormous advantages that didn’t exist in manufacturing before. Such network supports mobile applications, easy deployment, high scalability, low latency, and geopolitical independence at a lower cost and restrictions than traditional cloud computing structures. Micro clouds could be essential for delay-sensitive manufacturing applications like real-time monitoring systems [26,27], smart assembly platforms [27], and human-machine integrated data representation [28]. A machine-level Micro-Cloud manages six major aspects (6M) namely, 1- Material: property, strengths, and functions 2- Machine: precision, calibration, and automation 3- Methods: tools, analytics, and knowledge, 4- Measurement: calibration, noise reduction, accuracy, 5- Maintenance: monitor, predict, and avoid 6- Models: predict, optimize, and resilient. All these functionalities could be offered as micro-services to clients at machine-level (e.g. controllers, sensors, etc.), shop floor level (e.g. operators for job and maintenance scheduling), or even at the enterprise level to the machine and component manufacturers. A network of Micro-Clouds can create a cooperative framework for global decision making, peer to peer interactions, and knowledge and resource sharing.

5.2. Fogs Network

Although Micro-Clouds network handles low computational tasks and provides low latency services at the edge of the network, there is a crucial need for providing services with higher intelligence requirements and medium access delay without sending data to the cloud servers. Fog layer is designed to address these requirements and manage interactions inside and between different Micro-Clouds. In addition, Fogs network brings context awareness, reduces inter-application isolation, supports real-time streaming, improves the quality of services, and increases resource availability. Using blockchain-based distributed Software Defined Networking will address security and privacy concerns and help in resource allocation and management. In this distributed network, adaptation of 5G would enhance communication speed, data rate, reliability, and coverage. For integrating 5G in cloud computing technology, a Heterogeneous Cloud Radio Access Network (H-RAN) was proposed in [29]. Where, Macro Base Stations (MBSs) are used mainly for transferring the control signals and enhancing coverage, and Remote Radio Heads (RRHs) are utilized to provide high-speed data transfer in the user plane. However, RRH in a Fog-based computing network must be evolved
to support collaborative radio signal processing and resource management. Due to the Network Function Virtualization, micro-services can be defined and distributed across multiple resources which results in more efficient resource utilization and networking capacity enhancement.

5.3. Distributed Manufacturing Cloud

While Micro-Clouds and Fogs network provide localization and dynamic services for low and medium delay-sensitive applications, a more global service and functionality management network is required for big data storage, advanced analytics, control of cloud–fog interactions, distribution of resources, and provision of large-scale services. A cloud layer also defines all or some of the functionalities required for the Fogs network and monitors them constantly to guarantee a high-quality service provision. A distributed cloud network is spread geographically close to the clients therefore, it has less operational cost and at the same time provides services with lower latency and high bandwidth. Due to distributed data storage and computation across multiple clouds, this design is more fault-tolerant and provides on-demand and resilient resources for a variety of applications. In the proposed blockchain-enabled distributed cloud structure, all providers connect in a P2P network which creates a more secure and competitive network benefiting both cloud providers and clients. Wherein, each client can select different cloud providers from a pool of certified candidates for hosting their data/knowledge, applications, services, etc. By incorporation 5G in this design, a flexible service automation framework is achieved for networking, end-to-end service, and resource orchestration. 5G envisions new services that didn’t exist in the previous network generations, such as augmented reality and digital twin. And due to the user-centric functions of 5G, service access and customer experience improve significantly and devices, machines, operators, and products become innovative smart elements that generate and use applications, data, and services.
6. Conclusions

This paper proposes a systematic approach for the integration of 5G wireless technology, blockchain, and industrial AI in the next generation cloud computing architecture. The key contributions and functionalities of these technologies in the realization of smart manufacturing are discussed. A unified edge-fog-cloud architecture is proposed for providing ubiquitous connectivity, computation, and service access across manufacturing ecosystem.
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