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Abstract

Opportunistic routing has emerged as one of the prominent solutions for efficient data delivery in ad hoc networks especially in highly dynamic scenarios. Opportunistic routing uses the broadcasting nature of the wireless medium to increase the number of potential forwarding nodes in the network, thereby improving the delivery rate. But most of the proposed opportunistic routing protocols suffer from increased duplicate data forwarding at the intermediate nodes in the network which leads to increase in traffic and reduced efficiency. We propose a novel method which uses acknowledgements for controlling the data forwarding by intermediate nodes and thereby eliminating most of the duplicate forwarding in the network. Simulation results show that our proposed method is much more efficient that all the major existing opportunistic protocols.
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1. Introduction

Mobile ad hoc networks (MANETs) [1-10] are a group of self-organized devices that can communicate with each other without the help of any centralized control or infrastructure. MANETs have brought a revolution in designing communication based applications especially for disaster recovery scenarios. Efficient routing and reliable delivery of packets from source to the destination have remained a major challenge. The recently proposed opportunistic routing protocols [11-12] have found to give better results compared to the earlier topology based protocols [13-16] and geographic routing protocols [17-21]. Recently many studies have been
carried out on the performance of opportunistic routing protocols [22-35] in dynamic ad hoc networks. Many issues and challenges have been put forward in recent research in opportunistic protocols. This paper proposes a novel method to overcome one such major issue with opportunistic routing.

One of the major issues contributing to the transmission inefficiency and low Quality of Service (QoS) of opportunistic routing protocols in dynamic ad hoc networks is the duplicate or redundant forwarding of data packets at the intermediate devices. Duplicate forwarding of the data packet by devices other than the best forwarder leads to increase in traffic and congestion in the network. Also it is very important to restrict unwanted forwarding of data packet to minimize the energy usage of devices in the network.

This research article proposes an enhanced opportunistic routing technique, Control Relaying with Acknowledgements (CRA) that helps to eliminate the issue of duplicate data forwarding at intermediate nodes by controlling the relaying of data packets at each intermediate device in the network. This is done per data packet basis using information piggybacked on each packet. Only the devices that reply with an acknowledgement are considered for forwarding the data packet. Among the devices that reply with the acknowledgement, the device that is nearest to the destination is selected for forwarding. All the remaining devices do not act on the broadcasted data packet. Control Relaying with Acknowledgements (CRA) method enhances the efficiency of opportunistic routing by removing redundant data forwarding at intermediate devices and helps to achieve excellent Quality of Service dynamic ad hoc networks.

2. Proposed Method: Control Relaying with Acknowledgements (CRA)

Figure 1 illustrates the working of the proposed method Control Relaying with Acknowledgements (CRA). A highly dynamic ad hoc network is considered with 5 wireless devices S, A, B, C and D. All the devices in the network are highly mobile and they move randomly in the network. Here source device S wants to send data packets to the destination device D. Assumption is made that each device is aware of its position and the position of its direct neighbours. Using the opportunistic routing strategy, a priority list of forwarders based on their nearness to the destination device is generated. So the list would be C, B, A in the descending order of their priority. The proposed method CRA, then piggyback a new field in the data packet header which is shown in table 1. The initial sequence values (sequence numbers) for
devices A, B, C would be 0 in data packet P1. Using the broadcasting property of the wireless network, device S broadcasts the data packet P1 intended for the destination device D.

![Figure 1 Working of CRA](image)

Here the source device S receives acknowledgement for data packet P1 from device A only. This may be caused due to mobility of devices B and C. Also device A does not forward the data packet immediately and it waits for subsequent packets. Now the source device modifies the sequence value of device A to 1 in the special field and piggybacks it to packet P2 and broadcasts the data packet. The data packet P2 is received by all the three devices. Device A forwards the data packet P1 as soon as it receives the data packet P2 with sequence value 1 (1 is the sequence number of data packet P1). The major advantage is that devices A and C do not forward the data packet because the sequence value for those devices in data packet P2 is 0 and thus duplicate forwarding of data packets by these devices is eliminated. Now source device S receives acknowledgements from all the three devices for packet P2. Source device modifies the sequence value table and gives value 2 for device C which is the device that is nearest to the destination among the three. This value is piggybacked in packet P3. Device C forwards the data packet P2 as soon as it receives packet P3 with value 2. Using this technique only the best forwarder device forwards the data packet and thus we eliminate duplicate forwarding of data packets at the other devices in the network.
Table 1 CRA Sequence values

<table>
<thead>
<tr>
<th>Device</th>
<th>Sequence Value</th>
<th>Device</th>
<th>Sequence Value</th>
<th>Device</th>
<th>Sequence Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>0</td>
<td>A</td>
<td>1</td>
<td>A</td>
<td>1</td>
</tr>
<tr>
<td>B</td>
<td>0</td>
<td>B</td>
<td>0</td>
<td>B</td>
<td>0</td>
</tr>
<tr>
<td>C</td>
<td>0</td>
<td>C</td>
<td>0</td>
<td>C</td>
<td>2</td>
</tr>
</tbody>
</table>

3 RESULTS AND DISCUSSION

Performance analysis of Control Relaying with Acknowledgements (CRA) method is done using simulations in NS-2. The performance of this method is compared with the latest and most popular opportunistic routing protocols in dynamic ad hoc networks.

3.1 Simulation Parameters

Simulation parameters used in the performance analysis of Control Relaying with Acknowledgements method is similar to those used with Reliable Routing Technique (RRT). IEEE 802.11g is set as the MAC protocol for the simulation. The simulation starts with the deployment of 100 nodes in a network area of 1000×800 m² rectangular region. 250 m is set as the transmission range of various nodes in the network. Constant Bit Rate (CBR) traffic is being generated between the source to the destination nodes in the network at a rate of 20 packets per second (40kbps). The size of the data packet is set at 512 bytes. The simulation starts at 100 seconds and ends at 900 seconds. Mobility in the network is created by varying the speed of nodes from 5 m/s to 50 m/s.

3.2 Performance Metrics

- Data Forwarding Times at Each Hop

Packet Forwarding Times per Hop measures the number of times a data packet is forwarded for delivery over each hop in the network. This metric gives a clear picture on the amount of redundant data transmissions happening at the intermediate devices in the network. Packet
Forwarding Times per Hop is a very important performance metric measuring the quality and efficiency of a routing protocols in Dynamic ad hoc networks with extremely dynamic devices.

3.3 Mobility Models

To generate highly dynamic ad hoc networks in simulations it is very essential to use the appropriate mobility models. Different mobility models are used to generate different patterns of random movement and mobility of devices in Dynamic ad hoc networks. Generating different scenarios with different mobility models helps to test the performance of the proposed methods in multiple dynamic conditions. In order to assess the performance of the proposed methods in all types of mobile and dynamic environments three different mobility models are used.

- Random Way Point Mobility Model
- Random Walk Mobility Model
- Random Direction Mobility Model

3.4 Protocols Selected for Comparison

- ExOR
  Extremely Opportunistic Routing (ExOR) is the most referenced and popular OR protocol. It was the first protocol to utilize the OR concept and offered better reliability compared to previous protocols. Many opportunistic routing protocols were proposed based on the working of this protocol.

- CAOR
  Context Aware Opportunistic Routing (CAOR) is selected for comparison because it is the latest opportunistic protocol that gives maximum data delivery in the network. This protocol has very good performance compared to all the previous existing opportunistic routing protocols in HDMANETs with extremely dynamic wireless devices.

- LCOR
  Least Cost Opportunistic Routing (LCOR) protocol generated the most optimized candidate set among all the OR protocols in HDMANETs. LCOR gave good performance
compared to all optimization based opportunistic routing protocols in ad hoc network with extremely mobile devices.

3.5 Simulation Results

Each result discussed here is an average value calculated from 10 simulation runs in Network Simulator-2

3.5.1 Variation of forwarding times per hop with speed

Once the dynamic ad hoc network scenario is developed and the simulation parameters are set, Constant Bit Rate (CBR) traffic is generated between the source and destination devices at a rate of 20 packets per second. Initially the speeds of the devices are varied in the network from 5m/s to 40 m/s and the corresponding Packet Forwarding Times per Hop value is measured for each opportunistic protocol separately in the network.

Figure 2  Forwarding Times Per Hop with Varying Speed of Nodes (Random Way Point Mobility Model)
Figure 3 Forwarding Times Per Hop with Varying Speed of Nodes (Random Walk Mobility Model)

Figure 4 Forwarding Times Per Hop with Varying Speed of Nodes (Random Direction Mobility Model)

Figure 2, 3 and 4 shows the Packet Forwarding Times per hop value with varying speed of nodes obtained using Control Relaying with Acknowledgements, CAOR, LCOR and
ExOR protocols in three simulations scenarios generated by random way point mobility model, random walk mobility model and random direction mobility model respectively. From the graph it is very evident that CRA has much lesser Packet Forwarding Times per hop value compared to CAOR, LCOR and ExOR opportunistic protocols in Dynamic ad hoc networks with all three mobility models. This shows that CRA forwards a data packet minimum number of times for delivery over each hop in Dynamic ad hoc networks. From the results it is observed that the number of redundant data transmissions is very high for ExOR protocol. This is due to the link state style updating mechanism used by the protocol. Opportunistic protocols LCOR and CAOR also has value approximately between 1.5 and 2 which indicates duplicate data transmissions at intermediate nodes in the network.

From the graph it is evident that Forwarding Times Per Hop value of CRA is approximately equal to one that is every packet is forwarded only one time by each intermediate node in the network for delivery at the destination. It is also observed that CRA maintains this value even at higher speeds in the network. Thus it is verified from the results that CRA eliminates duplicate forwarding at intermediate nodes in the network and enhances the efficiency of opportunistic routing protocols in Dynamic ad hoc networks with extremely mobile nodes.

3.5.2 Variation of Forwarding Times Per Hop with Network Dimension

The Forwarding Times Per Hop value of the various protocols are measured with varying network dimensions. The speeds of the devices are varied in three network scenarios with the three mobility models respectively.
Figure 5  Forwarding Times Per Hop with Varying Network Dimension (Random Way Point Mobility Model)

Figure 6  Forwarding Times Per Hop with Varying Network Dimension (Random Walk Mobility Model)
Figure 7 shows the Forwarding Times Per Hop value with varying network size, obtained using Control Relaying with Acknowledgements, CAOR, LCOR and ExOR opportunistic protocols in three simulations scenarios generated by random way point mobility model, random walk mobility model and random direction mobility model respectively. From the graph it is very evident that CRA has much lesser Forwarding Times Per Hop value compared to CAOR, LCOR and ExOR opportunistic protocols in Dynamic ad hoc networks with different network dimension and with all three mobility models. This validates that CRA forwards a data packet minimum number of times for delivery over each hop in scalable Dynamic ad hoc networks with large number of extremely dynamic nodes.

3.5.3 Variation of Forwarding Times Per Hop with Packet Arrival Rate

The Forwarding Times Per Hop value of the various protocols are measured with varying packet arrival rates from 10 packets per second to 50 packets per second.
Figure 8  Forwarding Times Per Hop with Varying Arrival Rate (Random Way Point Mobility Model)

Figure 9  Forwarding Times Per Hop with Varying Arrival Rate (Random Walk Mobility Model)
Figure 10 shows the Forwarding Times Per Hop value with varying packet arrival rates in Dynamic ad hoc networks, achieved using Control Relaying with Acknowledgements, CAOR, LCOR and ExOR protocols in three simulations scenarios generated by random way point mobility model, random walk mobility model and random direction mobility model respectively.

From the graph it is very evident that CRA has much lesser Forwarding Times Per Hop value compared to CAOR, LCOR and ExOR opportunistic protocols in Dynamic ad hoc networks with different packet arrival rates and with all three mobility models. This proves the fact that CRA is able to provide efficient transmission in Dynamic ad hoc networks even with increasing arrival rates of data packets.

3.5.4 Variation of Forwarding Times per Hop with Number of Nodes

The performance of the proposed method is measured with varying number of nodes.
Figure 11 Forwarding Times Per Hop with Varying Number of Nodes (Random Way Point Mobility Model)

Figure 12 Forwarding Times Per Hop with Varying Number of Nodes (Random Walk Mobility Model)
Figure 13 Forwarding Times Per Hop with Varying Number of Nodes (Random Direction Mobility Model)

Figure 11, 12 and 13 shows the Forwarding Times Per Hop value with varying number of nodes in Dynamic ad hoc networks, achieved using Control Relaying with Acknowledgements, CAOR, LCOR and ExOR protocols in three simulations scenarios generated by random way point mobility model, random walk mobility model and random direction mobility model respectively.

From the graph it is very evident that CRA has much lesser Forwarding Times Per Hop value compared to CAOR, LCOR and ExOR opportunistic protocols in Dynamic ad hoc networks with different number of nodes and with all three mobility models. This proves the fact that CRA is able to provide efficient transmission in Dynamic ad hoc networks even with increasing number of nodes in large networks. Thus results from simulations show that CRA maintains excellent Quality of Service in Dynamic ad hoc networks with varying speed of nodes, varying network dimensions, varying packet arrival rates and with increasing number of wireless devices.
4 CONCLUSION

This research article discussed the working of the enhanced opportunistic forwarding mechanism, Control Relaying with Acknowledgements (CRA) in dynamic ad hoc networks with extremely mobile wireless devices. The proposed method Control Relaying with Acknowledgements (CRA) controlled the redundant relaying of data packets at each intermediate wireless device in the network. CRA worked per packet basis using information piggybacked on each packet. Only the devices that reply with an acknowledgement were considered for forwarding the data packet. Among the devices that reply with the acknowledgement, the device that was nearest to the destination was selected for forwarding. All the remaining devices do not act on the broadcasted data packet. Performance analysis of CRA was done with simulations in NS-2 with random way point, random walk and random direction mobility models. Forwarding Times Per Hop value was used for the performance comparison of Control Relaying with Acknowledgements (CRA) with other opportunistic protocols. This value measured the amount of duplicate transmission at intermediate nodes in the network. Results showed that CRA had a less Forwarding Times Per Hop value approximately equal to one confirming the elimination of redundant relaying of data packets at intermediate nodes by CRA. This also proved that every packet is forwarded only one time by each intermediate node in the network for delivery at the destination with CRA opportunistic forwarding method. The comparison of results confirmed that CRA eliminated redundant relaying of data packets at intermediate nodes and achieved excellent performance among all the major reliable opportunistic protocols in dynamic ad hoc networks with varying speed of nodes, varying network dimensions, varying packet arrival rates and varying number of nodes. In future we may also look at integrating this acknowledgement mechanism with Internet of Things and vehicular fog networks [35-40].
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