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Abstract: Wireless Sensor Networks (WSNs) have emerged as a fundamental technology in modern
applications, including environmental monitoring, smart cities, healthcare, and industrial
automation. Efficient routing plays a crucial role in ensuring network longevity, energy efficiency,
and reliable data transmission, given the inherent constraints of WSNs, such as limited energy,
processing power, and dynamic topologies. Over the years, various routing protocols have been
proposed to address these challenges, each designed to optimize performance based on different
criteria. This paper provides a comprehensive yet concise review of WSN routing protocols, offering
a broader classification than previous studies by integrating multiple taxonomies from the literature.
Unlike existing reviews that may either be too detailed or overly general, this study presents a
structured and accessible overview that balances depth and clarity. Key routing challenges, including
energy efficiency, scalability, and security, are discussed, followed by a detailed classification of
routing protocols based on network structure, data delivery mode, path establishment, application
type, and next-hop selection strategies. By merging diverse classification schemes into a unified
framework, this review aims to provide researchers and practitioners with a clear, well-organized
perspective on the current state of WSN routing. The insights presented in this study can serve as a
foundation for future research and the development of more adaptive and efficient routing solutions
for WSNs.

Keywords: Wireless Sensor Networks (WSNs); Internet of Things (IoT); Routing Protocols; Energy
Efficiency; Network Scalability

1. Introduction

Wireless Sensor Networks (WSNs) represent a revolutionary advancement in modern
technology, transforming how the physical world is monitored and interacted with. These networks
consist of small sensor nodes equipped with the ability to sense, process, and transmit data [1]. The
foremost across a multitude of domains, encompassing environmental surveillance, healthcare,
industrial objective of WSNs is to gather environmental data and transmit it to a centralized locus,
such as a base station, for subsequent analysis and informed decision-making. WSNs have found
application automation, and military operations [2]. By deploying sensors in remote or perilous
locales, the facilitation of real-time data acquisition is achieved, enhancing operational efficacy and
yielding significant insights into various phenomena [3]. Furthermore, their wireless communication
features and scalability render them particularly advantageous for contexts in which conventional
wired networks are unfeasible [4].

As the Internet of Things (IoT) continues to evolve rapidly, Wireless Sensor Networks (WSNss)
have become more integrated than ever, unlocking new possibilities and expanding their range of
applications. By connecting to the internet through IoT, sensor nodes facilitate seamless data
exchange on a global scale and interact with other IoT devices. This connectivity paves the way for
advanced applications such as smart cities, precision agriculture, and intelligent healthcare. The

© 2025 by the author(s). Distributed under a Creative Commons CC BY license.
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fusion of WSNs and IoT forms a highly connected ecosystem where real-time data drives predictive
analysis, automation, and smarter decision-making [5] [6].

Routing plays a significant role in the efficiency, scalability and lifespan of WSNs. Due to the
sensor nodes' limitations, such as constrained energy, processing capability, and memory, the routing
processes need to make data transmission efficient, latency reduced, and the lifespan enhanced.
Energy efficiency, scalability, topology adaptation for changes, and Quality of Service (QoS)
requirements need consideration when the WSN routing protocols are being designed [7].
Development improvements in the nature of the WSN and their incorporation into the Internet of
Things (IoT) has also enhanced the need for efficient routing processes for the handling of the
increased data load and complex topology structures [8].

This review provides a wider classification of WSN routing protocols by analyzing and merging
taxonomies from multiple research studies. Unlike previous surveys that either delve into excessive
detail or remain too general, this work maintains a balance by offering a comprehensive yet non-
exhaustive analysis that remains accessible and engaging. The objective is to present an informative
and structured overview without excessive complexity, making it suitable for both researchers and
practitioners seeking insights into WSN routing.

The remainder of this paper is organized as follows: Section II elaborates a motivation to this
study, highlighting the significance of routing in WSNs and the continuous evolution of routing
protocols based on recent research trends. Section III presents a comprehensive review of WSN
routing protocols, categorizing them based on multiple classification criteria. The section begins by
discussing the key challenges facing WSN routing followed by analyzing multiple routing
approaches, highlighting their design principles, operational methodologies, and suitability for
different WSN applications. Finally, Section IV provides the conclusion of this study and future
works

2. Motivation

Wireless Sensor Networks (WSN) provide the backbone for modern-day technology, being
utilized for environmental monitoring, medicine, and urban cities [9]. Because of their dynamism and
inherent limitations such as low processing capacity and energy constraints, continuous research has
focused on enhancing their efficiency. One of the primary areas of investigation in WSNs is routing,
given its significant impact on network performance and longevity [10]. To assess the latest research
efforts in this field, data from Google Scholar was collected and analyzed for the period between 2015
and 2024. The objective was to quantify the number of newly proposed routing protocols introduced
each year, showcasing the ongoing advancements in this domain. The dataset was compiled using a
refined search strategy with the following Boolean search expression:

intitle:"wireless sensor networks” OR intitle:"WSN" AND intitle:"routing” AND
(intitle:"protocol” OR intitle:"algorithm") -intitle:"review" -intitle:"survey" -intitle:"study"

This approach ensured that only studies proposing new routing algorithms or protocols were
included while filtering out surveys, reviews, and general studies. Between 2015 and 2024, Google
Scholar yielded a total of 3,047 relevant articles. These findings highlight the steady progress in WSN
routing research, with new protocols emerging annually, refinements being made to existing ones,
and ongoing challenges being addressed. Figure 1 illustrates these trends, emphasizing the
continuous evolution of routing strategies for WSNSs.

While the Boolean search provided a targeted dataset, the selected keywords were intentionally
limited for specificity. The inclusion of additional terms such as "SCHEM," "MODEL," "SELECTION,"
"NOVEL," "STRATEGY," "TECHNIQUES," "APPROACH," "PLAN,""'SOLUTION," or "PROPOSED"
could have captured a broader range of studies. This suggests that the actual number of new routing
protocols introduced during this period is likely even higher.
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Figure 1. Yearly Trend of Google Scholar Articles on WSN Routing Protocols (2015-2024).

3. Classification and Mechanisms of WSN Routing

Wireless Sensor Networks (WSNs) are comprised of spatially dispersed autonomous sensors
that monitor various physical or environmental parameters, including temperature, acoustic levels,
or pressure, and collaboratively relay their collected data throughout the network to a designated
central node [11]. The process of routing within WSNs is critical for facilitating effective data
transmission between sensor nodes and a base station or sink node. Given the intrinsic constraints of
sensor nodes, which include limited energy resources, processing capabilities, and memory
constraints, it is imperative that WSN routing protocols are meticulously designed to enhance energy
efficiency, prolong network longevity, and guarantee dependable data transmission [12]. The
primary challenges associated with routing in Wireless Sensor Networks are:

1. Energy Efficiency: Since sensor nodes typically operate on batteries, energy conservation is a top
priority [13]. Routing protocols should aim to minimize energy consumption to enhance network
longevity [14] .

2. Scalability: WSNs can consist of hundreds or even thousands of nodes, requiring routing
protocols that efficiently scale with the network's size [15].

3. Dynamic Topology: Nodes may fail, move, or new nodes may be added, causing frequent
changes in network topology. Routing protocols must be adaptive to these fluctuations [16].

4. Data Aggregation: To reduce energy consumption, routing protocols often integrate data
aggregation techniques, combining data from multiple nodes before transmission [17].

5. Quality of Service (QoS) Requirements: Certain applications demand specific performance
criteria, such as minimal delay, high throughput, or reliability. Routing protocols should be
capable of meeting these QoS standards [18].

6. Security: WSNs are susceptible to cyber threats like node capture and eavesdropping [19].
Routing protocols should incorporate security measures to ensure data integrity and
confidentiality [20].

7. Lack of a Global Addressing Scheme: Unlike traditional networks, WSNs do not usually follow
a global addressing framework, making node identification and data routing challenging.
Consequently, location-based or data-centric routing methods are commonly employed [15] .

A comprehensive understanding of the classification of WSN routing protocols is vital for the
evaluation of their design principles, operational methodologies, and practical applications. The most
widely acknowledged classification system categorizes routing protocols based on the structure of
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the network, delineating them into hierarchical, flat, and location-based routing categories [21] [17]
[22]. These categories are defined as follows:

U Flat Routing: All nodes have the same status and transmit data through multi-hop
communication. While simple, these protocols suffer from high redundancy and excessive energy
consumption. Examples include Flooding, Gossiping, and SPIN routing protocols [23].

o Hierarchical Routing: Nodes are organized into clusters where cluster heads aggregate and
forward data, reducing energy consumption and improving scalability. Examples include LEACH
and PEGASIS [23] .

U Location-Based Routing: These protocols leverage geographical information to enhance data
routing efficiency by forwarding data through nodes closest to the destination. Notable examples
include GEAR and GPSR [24].

Beyond these conventional classifications, researchers have proposed expanded categorization
schemes to address specific challenges in WSNs and gain deeper insights into routing strategies [25]
[26] [27]. Based on these studies, WSN routing protocols can also be classified based on application
type, delivery mode, path establishment, network structure, reliable routing, network topology,
communication model, and next-hop selection, as illustrated in Figure 2. These classifications give a
deeper insight and view of how these protocols act in different situations.

For instance, Application-driven protocols in WSNs can be time-driven, event-driven, query-
driven, or hybrid-driven, each designed to optimize data collection based on specific triggers.
Delivery modes differentiate between real-time and non-real-time protocols to ensure appropriate
latency and accuracy levels. Route establishment strategies, whether proactive, reactive, or hybrid,
govern how routes are discovered and maintained. Similarly, topology-based classifications,
including hierarchical, flat, and heterogeneous networks, influence network performance and
efficiency. To enhance resilience in data transmission, reliable routing relies on QoS-based or
multipath-based approaches. Communication models, such as query-based, coherent or non-
coherent, or negotiation-based mechanisms, regulate data exchange between nodes. Lastly, next-hop
selection strategies, such as broadcast-based, location-based, content-based, probabilistic, and
hierarchical approaches, determine how data moves through the network. These classifications
collectively illustrate the ongoing evolution of WSN routing strategies to address emerging
technological and application-driven challenges, as detailed in the following sections.
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Figure 2. The classification of Routing Protocols as Adopted in this Review Paper.

3.1. Type of Application

Routing protocols can be broadly divided into two categories based on their application:

Event-Driven Protocols

The initiation of routing within these protocol types only commences upon the detection of a
significant event within a designated sensing region. Such protocols present several notable
advantages, including the instantaneous identification of events and the optimized utilization of
energy, as communication is activated solely upon the triggering of an event. Nonetheless, these
protocols are not without their limitations, such as the uneven distribution of workload, which arises
from the stochastic nature of event occurrences, resulting in the overexertion of certain nodes in
comparison to others, thereby hastening the depletion of these nodes and leading to the formation of
isolated regions [25]. Usual applications of this model encompass emergencies and disaster recovery
scenarios in health crises, wildfires, seismic activities, air quality assessments, tracking of animal
movements, rainfall, lava flows, military operations, and volcanic eruptions. In an event-driven
framework, data collection transpires exclusively upon the occurrence of such events rather than
through periodic or routine intervals. Given the inherent urgency associated with these scenarios, the
event-driven model necessitates a high degree of dependability and promptness in data delivery to
effectively address the exigencies presented by the emergency at hand [26]. There are numerous
examples of this type of routing protocol including [28] [29] .

3.2. Time-Driven Protocols
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In contrast, the Time-Driven Protocols facilitate a systematic and periodic transmission of
acquired sensory data, subsequently adopting an application-specific reporting interval for further
transmission. The inherent advantages of these protocols include a reduction in complexity, which
in turn simplifies their implementation, alongside a guarantee of energy efficiency by permitting
nodes to enter sleep mode between consecutive transmission intervals [25]. Typically, a time-driven
network experiences dynamic fluctuations pertaining to the physical environment it monitors. Such
dynamics may exhibit a tendency to either lag behind or accelerate over time. From a broader
analytical perspective, the consequences or implications of these changes that define Wireless Sensor
Networks (WSN) often manifest as the generation of excessive raw data or redundancy. On a larger
scale, the prevalent issues encountered within WSN encompass, but are not limited to, packet loss,
elevated energy consumption, data redundancy and inaccuracies, network congestion, high
transmission costs, delays, and diminished Data Delivery Ratios. Over recent years, various studies
and methodologies have been proposed to address these pressing challenges [26]. Examples of this
type of routing protocols are [30] [31].

3.3. Query- Driven Protocols

In WSN, the query-driven model is utilized when the users require data based on their needs.
Here, the request is sent by the user to sensor nodes in the region of interest. These regions may vary
in nature and include applications such as environmental monitoring, agriculture, healthcare,
military operations, and forest surveillance[26]. Protocols [32] [33] are examples on this type.

3.4. Hybrid -Driven Protocols

the hybrid-driven model integrates the principles of event-driven, query-driven, and time-
driven methodologies for data collection and transmission. Upon the occurrence of an event, sensors
are tasked with the acquisition and transmission of data pertinent to that event; subsequent to the
conclusion of the event, the nodes revert to a periodic mode of data collection and transmission
analogous to that of time-driven models. Moreover, in instances where a user submits a query, the
sensor nodes are obligated to furnish the requested data. The hybrid model possesses the capacity to
render sensor nodes dynamic, enabling them to modify their processing in accordance with the
nature of the event or user specifications by employing the most appropriate data-driven framework
[26]. The researchers cited in [34] have put forth routing algorithms that are congruent with this
particular model.

2. Delivery Mode

In certain applications, the acquired data may be transmitted devoid of temporal limitations,
and such data may retain its utility over an extended duration. Conversely, specific applications
necessitate enhanced precision and require real-time communication. Consequently, routing
protocols can be delineated into categories of real-time and non-real-time protocols. The intricacies
of these two types of message transmission requirements are elaborated upon in the subsequent
sections.

2.1. Real-Time Delivery

A considerable segment of Wireless Sensor Network (WSN) applications, including radiation
monitoring, fire detection, and medical surveillance, function in real-time and necessitate a high
degree of temporal precision. In these instances, the sensed data becomes irrelevant or its significance
wanes if it is not transmitted within a predetermined time interval. Such applications are designated
as real-time applications. Within WSNs, the latency of communication is generally regarded as more
critical than the delays associated with processing, thereby underscoring the necessity to guarantee
bounded communication latency to facilitate real-time data transmission. As exemplified by this
category [35] [36].

2.2. Non-Real-Time Delivery
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In addition to real-time applications, there exists a plethora of applications within sensor
networks, which encompass environmental monitoring systems such as water quality assessment,
soil analysis, and habitat surveillance that do not impose rigorous temporal constraints on data
transmission. Such applications are classified as non-real-time applications. Any protocol that lacks
the capability to facilitate real-time data delivery can be categorized as a non-real-time protocol.
These protocols prioritize factors such as energy efficiency or network longevity over the imperative
of real-time data transmission, similar to the protocol in [37].

2.3. Path Establishment - Route Discovery

Routing protocols can be categorized based on their methods for learning or discovering
potential routes: proactive, reactive, or hybrid.

3. Table-Driven or Proactive Protocols

These protocols establish a comprehensive routing table at each node in advance, encompassing
all conceivable routes prior to their actual necessity. In proactive protocols, regular updating of
routing information is performed to ensure precision. Illustrative examples of protocols within this
classification are [38] [39].

3.1. On-Demand or Reactive Protocols

In contrast to proactive protocols, these do not construct any routing tables. The computation of
routes occurs solely upon request. Some protocols that are classified under this category include [40]
[41] [42].

3.2. Hybrid Protocols

These protocols leverage the advantages of both proactive and reactive routing methodologies.
For instance, at the local level, they employ proactive protocols to facilitate rapid responses, whereas
at the inter-local level, they utilize reactive protocols to enhance efficiency and mitigate energy
consumption. This category encompasses protocols such as [43] [44].

4. Structure of Network

Another categorization of routing protocols is predicated on the architecture of the network,
commonly referred to as topology. Within this classification, five overarching subcategories are
delineated, each possessing distinct functionalities: flat, hierarchical, mobility-based, heterogeneity-
based, and geo-routing protocols. A comprehensive explanation of each of these categories is
provided in the subsequent sections.

4.1. Hierarchical Schemas

Hierarchical schemas delineate a specifically organized topology within wireless sensor
networks. They partition sensor nodes into several groups termed clusters, with a specially
designated node in each group referred to as the Cluster Head (CH). These CHs orchestrate activities
within their respective clusters and facilitate direct communication with other CHs or with the Base
Station (BS). Numerous strategies are employed to ascertain the selection of a CH; for instance, the
node exhibiting the highest energy level or the one possessing the greatest number of neighbors
within a cluster may be selected. Hierarchical routing represents an energy-efficient paradigm aimed
at optimizing network longevity and ensuring scalability through its structured hierarchy [45].
Notable protocols representative of this classification include [46] [47], [48] .

4.2. Flat

Flat routing protocols implement a network topology wherein all sensor nodes are regarded as
equivalent, possessing identical functionalities. This approach is particularly advantageous for
networks characterized by a substantial quantity of sensors, for which the implementation of a global
identification system would not be feasible. Analogous to data-centric routing, flat routing protocols
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also necessitate the incorporation of mechanisms that involve the naming of data and their
corresponding descriptions in queries. Proactive, reactive, and hybrid protocols previously discussed
serve as examples of flat routing protocols [14].

4.3. Heterogeneity-Based

Heterogeneity-based routing protocols are formulated for network topologies comprising a
diverse array of sensor types, each endowed with distinct capabilities. For example, a subset of sensor
nodes may be powered by batteries, thereby possessing a restricted operational lifespan, while
alternative nodes may be powered through direct electrical sources and thus face no energy
constraints. These protocols leverage those nodes endowed with unlimited or superior energy levels
to facilitate optimal routing and extend the operational lifespan of the entire network. In scenarios
where two energy levels exist within the sensors, the network is classified as exhibiting two-level
heterogeneity. Conversely, when the network encompasses three or more types of sensors with
varying energy levels, it is categorized under networks characterized by three or more levels of
heterogeneity [25]. Protocols that align with this classification include [49] [50].

5. Reliable Routing

Within the Reliable Routing framework, protocols can be further categorized into two distinct
subclasses: those that facilitate Quality of Service (QoS) and those that employ multiple pathways.
While QoS-oriented protocols primarily concentrate on fulfilling specific performance-related
metrics, multipath-oriented protocols are engineered to guarantee the resilient delivery of data in the
event of link or path disruptions.

5.1. QoS-Based Routing Protocols

these protocols endeavor to satisfy the demands of Quality of Service while concurrently
minimizing energy expenditure within the network. They are designed to ensure that essential
metrics, such as reliability, latency, and bandwidth, are achieved throughout the routing process of
data packets toward their designated endpoints. The protocols referenced previously in the real-time
subcategory [35] [34] [36] serve as exemplars of this class, augmented by the following supplementary
examples [51] [52].

5.2. Multipath-Based

Generally, multipath-oriented protocols utilize multiple routing pathways for the transmission
of data between communicating nodes rather than relying on a singular pathway. This strategy can
confer upon the network enhanced resilience against route failures, improved traffic load
distribution, and capabilities for minimizing end-to-end latency. Furthermore, performance
enhancement within such protocols is accomplished through path selection mechanisms that
endeavor to reduce costs while adhering to the stipulations of network latency. Illustrative examples
of routing protocols that incorporate multipath functionality include the following [53] [54].

6. Network Topology

Routing protocols within this classification are categorized into four distinct subcategories
predicated upon the methodology employed for data routing: the utilization of locational data, tree-
based configurations, mobile sinks, or mobile agents. These subcategories encompass: Location-
Based, Tree-Based, Mobile Agent-Based, and Mobile Sink-Based protocols.

6.1. Location-Based

In the majority of protocols pertinent to Wireless Sensor Networks (WSN), the locational data of
nodes is pivotal for calculating inter-node distances, thereby facilitating energy consumption
estimations. Given that sensor networks are predominantly deployed spatially within a defined
region and lack a conventional addressing schema such as Internet Protocol (IP) addresses, locational
data is leveraged to route data with optimal efficiency. In these protocols, each node possesses
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knowledge of the positional coordinates of its neighboring nodes, and it is conventionally presumed
that the sources of messages are cognizant of the destination's location; thus, efficient data routing
becomes achievable [24]. Protocols cited in [55] [56] serve as example of this type of routing.

6.2. Mobile Agent-Based Routing

This category of routing is characterized by the incorporation of Mobile Agents, which are
autonomous programs capable of migrating from one node to another within the network. These
agents operate independently to execute tasks in accordance with the environmental conditions they
encounter at each node. Consequently, protocols predicated on mobile agents are meticulously
designed to enhance network efficiency by executing data collection, processing, or routing decisions
while concurrently minimizing energy expenditure. Protocols exemplified in [57] [58] illustrate this
methodology effectively.

6.3. Mobility-Based Protocols

In certain applications, sensor nodes may alter their geographical position post-deployment due
to various factors including mobile platforms, environmental influences, security considerations, and
manual relocation. Additionally, sinks may exhibit mobility aimed at fulfilling the requirements
associated with coverage or connectivity. Several protocols exemplifying this approach include [59]
[60].

7. Communication Model

This category of protocols facilitates the interchange of information among neighboring nodes,
typically depending upon single-hop routing methodologies. Such protocols operate under a power-
efficient framework for data transmission and are capable of conveying substantial quantities of
information while conforming to energy constraints; nevertheless, this methodology does not
guarantee the reliable delivery of data. Furthermore, this category can be further delineated into three
distinct subclasses pertaining to data exchange methodologies: Query-Based, Coherent/Non-
Coherent, and Negotiation-Based protocols.

7.1. Query-Based

The protocols encompassed within this subset navigate data flows through the utilization of
queries. When a node within the network necessitates data, it disseminates a query message to solicit
the retrieval of information from the corresponding node that possesses said data. Consequently, the
node that retains the requested data transmits the pertinent information back to the querying node
to fulfill the request. Among the protocols exemplifying this classification are [61] [62].

7.2. Coherent and Non-Coherent

In this classification, the processing activities at the node level precede the routing operations.
In Coherent protocols, the assimilated data undergoes minimal processing prior to being relayed by
the nodes. Conversely, in Non-Coherent protocols, the acquired data is subjected to preliminary
processing at the nodes before being forwarded for additional processing to specific aggregator
nodes. This approach guarantees that the data is managed proficiently in accordance with the
requirements and capabilities of the network. The authors of [63] introduced the Single Winner
Election (SWE) algorithm for non-coherent processing, as well as the Multiple Winner Election
(MWE) algorithm for coherent processing.

7.3. Negotiation-Based

The negotiation-based routing protocols are grounded in a negotiation mechanism among
neighboring nodes. Prior to data transmission, the data is appropriately labeled using high-level
descriptors to mitigate the occurrence of redundant information transfer throughout the network.
This approach effectively diminishes energy consumption while optimizing the transmission of data.
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The authors of [64] present a comprehensive suite of negotiation-based protocols, as do the authors
of [65].

8. Next-Hop Selection

In routing protocols, each sensor determines the subsequent hop towards the intended
destination predicated on established criteria. Various selection methodologies are available,
encompassing the following strategies: broadcast-based, location-based, content-based, probabilistic,
and hierarchical-based protocols. These methodologies will be elaborated upon in the following
sections.

8.1. Broadcast-Based

In this approach, every node within the Wireless Sensor Network (WSN) disseminates packets
to its neighboring nodes. Subsequently, each node, after the process of rebroadcasting, transmits the
received packet to its adjacent nodes, thereby facilitating the diffusion of these packets throughout
the entirety of the network[66].

8.2. Location-Based

Location-based routing protocols leverage geographic information to determine the next hop for
data relaying towards its destination. This methodology has notably diminished the frequency of
transmissions, thereby enhancing the overall efficiency of the network. A few representative
examples of this category have been elucidated in this study, such as [56].

8.3. Content-Based Routing

In the realm of content-based routing, messages do not explicitly contain destination addresses.
Instead, the destination is inferred from the content or sensed data encapsulated within the message
for the purpose of next-hop selection or routing determinations, rendering it dynamic and data-
centric. Although numerous examples of this methodology have been previously addressed in this
study, the protocol referenced in [67] serves as a specific illustration of this routing type.

8.4. Probabilistic

Probabilistic protocols operate under the assumption that all nodes possess analogous
characteristics and engage in random broadcasting, thereby selecting the subsequent jump randomly
among the available sensors to ensure load balancing and enhanced robustness. The reference [68]
delineates a routing protocol that falls within this category.

8.5. Hierarchical Routing

Hierarchical-based routing protocols implement a structured hierarchy to facilitate the
organization of next-hop selection. This hierarchy is consistently maintained throughout the
established routing paths, as previously articulated, guaranteeing efficient and scalable data
transmission. Numerous instances of this routing type have been presented in earlier sections of this
study, such as [69].

In summary, WSN routing protocols have been classified based on multiple criteria, including
network structure, data delivery mode, path establishment, application-specific requirements, and
next-hop selection strategies. Each classification framework addresses specific challenges such as
energy efficiency, scalability, topology dynamics, and reliability. The diverse nature of these
classifications reflects the continuous evolution of routing strategies to meet the growing demands of
modern WSN applications. While theoretical advancements have provided a broad spectrum of
routing solutions, their practical applicability in real-world scenarios remains a key area for further
exploration. The following section presents the conclusion and discusses future directions for WSN
routing research.

9. Conclusions
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Wireless Sensor Networks (WSNs) play a crucial role in modern applications, ranging from

environmental monitoring and healthcare to smart cities and industrial automation. Given the
resource constraints of sensor nodes, efficient routing is essential to optimize energy consumption,
enhance scalability, and ensure reliable data transmission. Over the years, numerous routing
protocols have been proposed, each addressing different network requirements and challenges. This
study provided a comprehensive yet concise review of WSN routing protocols, integrating multiple
classification frameworks from existing literature to offer a broader perspective. By categorizing
routing protocols based on network structure, data delivery mode, path establishment, application
type, and next-hop selection strategies, this review highlighted the diverse approaches taken to
address WSN routing challenges. Additionally, key issues such as energy efficiency, security, and
dynamic topology adaptation were discussed to emphasize the evolving nature of WSN routing
research. By merging and refining multiple taxonomies, this study aims to assist researchers and
practitioners in gaining a structured and insightful understanding of WSN routing protocols.
While significant advancements have been made in designing and evaluating WSN routing protocols,
most of these protocols have been developed and analysed in simulation environments rather than
real-world testbeds. Future research should focus on assessing the feasibility and performance of
these routing protocols on actual WSN and IoT platforms, ensuring their practical applicability
beyond theoretical and simulated scenarios. Conducting real-world deployments and experimental
evaluations will be crucial in understanding the limitations, scalability, and effectiveness of these
protocols in dynamic and resource-constrained environments.
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