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for Authentic Text Verification
Dexin Chen and Wei Chen *

Henan University of Technology
* Correspondence: 1606081059@stu.sqxy.edu.cn

Abstract: The rapid proliferation of sophisticated large language models (LLMs) has revolutionized
content generation but concurrently poses significant challenges for distinguishing human-authored
from AI-generated text. Traditional detection methods often struggle with the increasing fluency of
LLM outputs and their vulnerability to adversarial manipulations. In response, we propose LLM-as-
Critic, a novel discriminative framework that fine-tunes a pre-trained LLM to act as an expert judge
of textual authenticity. Our method integrates a multi-objective training paradigm encompassing
Binary Cross-Entropy loss for fundamental classification, a bespoke Contrastive Learning loss to
maximize inter-class separation, and an Adversarial Training scheme to bolster robustness against
sophisticated AI-generated content. Extensive experiments across diverse datasets, including news,
creative writing, and academic papers, consistently demonstrate LLM-as-Critic’s superior performance,
achieving F1 scores up to 0.97, significantly outperforming baselines such as Perplexity-based Detectors,
Stylometric Feature Analyzers, and Fine-tuned RoBERTa Classifiers. Furthermore, ablation studies
validate the incremental contribution of each training component, while human evaluation confirms a
higher agreement rate with our model’s classifications, reinforcing its practical utility. LLM-as-Critic
establishes a new state-of-the-art in AI-generated text detection, particularly excelling in generalization
to unseen generators and resilience against adversarial attacks.

Keywords: Authentic Text Verification; large language models

1. Introduction
The rapid proliferation of sophisticated large language models (LLMs) has ushered in an era of

unprecedented text generation capabilities, transforming various domains from creative writing and
news dissemination to academic research and software development, and are increasingly making
inroads into multimodal applications such as text-guided image generation and manipulation [1].
While these advancements promise significant benefits in automation and content creation, they
concurrently introduce critical challenges, most notably the escalating difficulty in distinguishing
between human-authored and AI-generated text [2]. The implications of this blurring line are far-
reaching, encompassing concerns such as the propagation of misinformation, academic dishonesty,
copyright infringement, and the erosion of trust in digital content. Consequently, the development
of robust and effective methods for generative AI detection has become an urgent and paramount
research endeavor.

The landscape of AI-generated text detection is fraught with inherent difficulties. Traditional
approaches often rely on statistical anomalies, n-gram patterns, or the "perplexity" of text as calculated
by various language models [3]. However, these methods are increasingly vulnerable to adversarial
attacks, where subtle modifications can circumvent detection [4], or struggle with the growing sophis-
tication of state-of-the-art LLMs that produce remarkably human-like output [5]. Furthermore, the
lack of generalizability across diverse domains and varying generative models remains a significant
challenge, as highlighted in comprehensive studies on detection methods and their limitations [6,7].
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As LLMs evolve to mimic human writing more closely, the subtle linguistic fingerprints that once
betrayed their artificial origin become increasingly elusive, demanding more nuanced and powerful
detection paradigms. This necessitates a paradigm shift from simplistic pattern recognition to a deeper
understanding of the underlying generative processes and their inherent biases. Indeed, the pursuit of
robust and nuanced systems is a common thread in advanced language technologies, for instance, in
developing resilient text retrieval rankers [8].

Driven by these challenges, our motivation stems from the belief that an LLM’s own internal
"understanding" of language, gained through vast pre-training on human text, can be harnessed as a
powerful tool for discerning artificiality [9]. Instead of treating detection as an external classification
problem, we propose to leverage the LLM’s intrinsic linguistic knowledge to critique text based on
its probability of being human-generated. We hypothesize that even highly fluent AI-generated text
retains subtle, consistent discrepancies or "artifacts" of its synthetic origin that an appropriately trained
LLM can identify. Our approach moves beyond merely classifying text and aims to empower an LLM
to act as a discerning judge of textual authenticity.

In this paper, we introduce LLM-as-Critic, a novel method for generative AI detection that
fine-tunes a powerful pre-trained large language model to identify and quantify the likelihood of
a given text being human-authored. Our core idea revolves around training the LLM not just to
classify, but to assign a "human-likeness probability" or "critique score" to input texts. This is achieved
through a carefully designed fine-tuning objective where the model is encouraged to output a high
human-likeness score for genuine human texts and a low score for AI-generated counterparts. To
enhance the model’s discriminative power, we employ contrastive learning, which forces the LLM to
learn the subtle distinctions between human and AI linguistic patterns by maximizing the divergence
in their respective "human-likeness" scores. Furthermore, we integrate adversarial training, creating a
dynamic "arms race" where a generator LLM attempts to produce texts that evade detection, while
our LLM-as-Critic simultaneously improves its robustness against such adversarial examples. This
iterative process refines the detector’s ability to identify even the most sophisticated AI-generated
content, building upon existing deep learning approaches for machine-generated text detection [10].

To validate the efficacy of our proposed LLM-as-Critic framework, we conduct extensive exper-
iments across a diverse range of datasets representing various domains and writing styles. These
include news articles, creative writing samples, student essays, code snippets, Yelp reviews, and arXiv
paper abstracts. For each dataset, we curate both human-authored and AI-generated text samples,
ensuring a comprehensive evaluation. We employ the F1 score as our primary evaluation metric, given
its balance between precision and recall, providing a robust measure of detection performance. Our
experimental results demonstrate that LLM-as-Critic consistently outperforms existing state-of-the-art
methods in accurately identifying AI-generated text, particularly excelling in challenging domains like
creative writing and academic papers where the nuances of human expression are most pronounced.
The comparative analysis showcases the superior robustness and generalizability of our LLM-centric
approach.

In summary, the key contributions of this paper are:

• We propose LLM-as-Critic, a novel large language model fine-tuning paradigm that leverages an
LLM’s intrinsic linguistic understanding for highly effective AI-generated text detection.

• We introduce a unique training methodology incorporating contrastive learning and adversarial
training to enhance the LLM’s ability to discern subtle, yet consistent, linguistic artifacts indicative
of AI generation.

• We demonstrate through extensive experimentation across diverse real-world datasets that LLM-
as-Critic significantly outperforms current state-of-the-art AI detection methods, showcasing
superior accuracy and robustness.

Preprints.org (www.preprints.org)  |  NOT PEER-REVIEWED  |  Posted: 3 June 2025 doi:10.20944/preprints202506.0126.v1

© 2025 by the author(s). Distributed under a Creative Commons CC BY license.

https://doi.org/10.20944/preprints202506.0126.v1
http://creativecommons.org/licenses/by/4.0/


3 of 14

2. Related Work
2.1. Large Language Models

The advent of Large Language Models (LLMs) represents a paradigm shift in artificial intelligence,
demonstrating unprecedented capabilities across a multitude of natural language processing tasks.
These models, characterized by their immense scale in terms of parameters and training data, have
revolutionized how machines understand and generate human language. Comprehensive overviews,
such as those provided by [2,11], meticulously detail the architectural innovations, training methodolo-
gies, and diverse applications of prominent LLM families including GPT, LLaMA, and PaLM. These
surveys serve as foundational resources, outlining the rapid evolution of the field and the inherent
complexities involved in building and deploying such powerful models. Alongside the development
of these prominent transformer-based families, research also explores alternative architectures and
specialized models, such as memory-augmented state space models for tasks like defect recognition
[12].

A significant breakthrough in harnessing the reasoning abilities of LLMs is the introduction of
Chain-of-Thought (CoT) prompting, as explored by [13]. This technique enables LLMs to perform
complex multi-step reasoning by explicitly generating intermediate thought processes, mimicking
human problem-solving. This approach has substantially improved performance across various
domains, including arithmetic, common sense, and symbolic reasoning, by allowing models to break
down intricate problems into manageable steps. Such reasoning capabilities are continuously being
refined and extended, for example, by rethinking visual dependencies for long-context reasoning
in large vision-language models [14]. The continuous scaling of LLMs, exemplified by models like
PaLM introduced by [15], further highlights the direct correlation between model size and enhanced
capabilities across a broad spectrum of linguistic tasks. These large-scale models demonstrate a
remarkable ability to capture intricate linguistic patterns and world knowledge from vast corpora. This
ability to process and understand complex information builds upon a long history of NLP research
into areas like structured knowledge and reasoning, including techniques such as modeling event-pair
relations from external knowledge graphs for script reasoning [16].

Beyond raw generation capabilities, the alignment of LLMs with human intent and instructions
has been a critical area of research. [17] presented a seminal work detailing the process of fine-
tuning LLMs using Reinforcement Learning from Human Feedback (RLHF), leading to models like
InstructGPT. This methodology has proven highly effective in enabling LLMs to more accurately
follow user instructions and produce outputs that are coherent and aligned with human values,
addressing concerns related to factuality and bias in generated content. Further research strives to
enhance LLM understanding of user intent, especially for ambiguous prompts, through approaches
like human-machine co-adaptation [18]. Moreover, core LLM paradigms like in-context learning
are being adapted and extended to new modalities, as seen in visual in-context learning for large
vision-language models [19]. Concurrently, efforts have intensified to enhance the efficiency of
these resource-intensive models. Surveys such as [20] delve into various techniques for optimizing
LLMs across their lifecycle, encompassing methods for more efficient training, inference, and memory
management, crucial for their broader adoption and deployment in resource-constrained environments.
This emphasis on efficiency is also apparent in efforts to optimize generative AI for multimodal tasks,
such as compressing vision representations for efficient video generation [21] or developing lightweight
adaptors for low-cost video editing [22].

Furthermore, LLMs are increasingly being adapted for specialized domains and nuanced applica-
tions. Research by [23] investigates the practical utility of LLMs in highly sensitive areas like clinical
record correction, exploring how retraining methods can be tailored to improve domain-specific perfor-
mance. Similarly, [24] demonstrates the efficacy of fine-tuning LLMs for discipline-specific academic
paper writing, showcasing their versatility and potential to assist in complex scholarly tasks. These
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specialized applications underscore the adaptability of LLMs beyond general-purpose text generation
and their growing integration into various professional and academic workflows.

2.2. Generative AI Detection

The rapid advancements in large language models (LLMs) have brought to the forefront the criti-
cal challenge of accurately detecting AI-generated text, a field that has quickly become a cornerstone of
ensuring digital content authenticity and integrity. Early efforts in this domain often focused on identi-
fying statistical anomalies or stylistic fingerprints characteristic of machine generation. Pioneering
work, such as the GPT-2 Output Detector Model by [25], marked an important initial step in building
dedicated tools for discerning synthetic content by leveraging probabilistic models of text likelihood.

Subsequent research has explored diverse methodologies to address the evolving sophistication
of generative AI. Surveys by [2,9] provide comprehensive overviews of existing detection techniques,
categorizing them by their reliance on intrinsic textual properties, external model behaviors, or explicit
watermarks. These surveys highlight common approaches including perplexity-based methods, which
assess how well a text fits the distribution of a known language model, and stylometric analyses, which
examine statistical features of writing style. The fundamental concept of "detectability" itself has been
rigorously investigated, with studies like [5] delving into the inherent properties that make synthetic
text distinguishable from human writing.

More advanced detection strategies have emerged to combat the increasing fluency of LLMs. [26]
introduced DetectGPT, a zero-shot method that identifies machine-generated text by analyzing the
curvature of the log probability function of a pre-trained language model, offering detection without
explicit training on AI-generated data. Another promising direction involves embedding intrinsic
signals into the generation process itself; [27] proposed watermarking text generated by LLMs, a
technique that embeds imperceptible patterns to facilitate later detection without relying on external
statistical analyses.

The arms race between generative AI and its detectors has also led to research focusing on
robustness against adversarial attacks. [28] explored methods to make detectors more resilient to
manipulations designed to evade detection, while [29] proposed using supervised contrastive learning
for robust zero-shot detection of machine-generated text, aiming for better generalization across
varied AI models. Beyond general text, the implications extend to specific applications like fake news
detection, as surveyed by [30], where distinguishing AI-generated misinformation is paramount. The
broader impact and capabilities of LLMs, including their applications, are also discussed in extensive
surveys like [31], which implicitly underscore the growing necessity for effective detection mechanisms
as these models become more integrated into daily life.

3. Method
Our proposed approach, LLM-as-Critic, operates as a discriminative model for AI-generated

text detection. While the underlying architecture leverages a powerful pre-trained Large Language
Model (LLM), which is inherently generative in nature, our method refines this generative capability
into a sophisticated discriminative function. The LLM is fine-tuned to classify input text as either
human-authored or AI-generated by discerning subtle linguistic nuances that betray artificiality, rather
than generating text itself. This contrasts with methods that primarily rely on comparing generated
text against a known distribution or external rewriting mechanisms.

3.1. Overall Architecture and Human-Likeness Scoring

The LLM-as-Critic framework utilizes a pre-trained Large Language Model, denoted as M with
parameters Θ, as its backbone. For an input text sequence X = {x1, x2, . . . , xN}, the model processes
the sequence to produce a contextualized hidden state representation for each token. We extract a
pooled representation from the LLM’s final layer, typically by taking the representation of the special
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[CLS] token (for BERT-like architectures) or by averaging the final hidden states across all tokens. This
pooled representation, denoted as hCLS(X) ∈ RD, where D is the dimensionality of the hidden states,
encapsulates the semantic and stylistic essence of the input text.

This robust pooled representation hCLS(X) is then fed into a lightweight classification head,
comprising a single linear layer followed by a sigmoid activation function. Its purpose is to project
the high-dimensional hidden state into a scalar value representing a "human-likeness probability"
or "critique score," P(H|X). This score quantifies the estimated likelihood that the input text X was
indeed human-authored. The computation of P(H|X) is precisely formulated as:

P(H|X) = σ(WclshCLS(X) + bcls) (1)

Here, Wcls ∈ R1×D represents the weight matrix and bcls ∈ R is the bias term of the linear layer. The
sigmoid function, σ(·), ensures that the output P(H|X) is bounded between 0 and 1, facilitating its
interpretation as a probability. A higher value of P(H|X) signifies a greater perceived human-likeness,
while a lower value strongly suggests the text’s AI-generated origin.

3.2. Training Objective

The training of LLM-as-Critic is driven by a sophisticated, multi-faceted objective function
designed to imbue the model with superior discriminative capabilities. The overall loss function, Ltotal ,
is meticulously crafted as a weighted sum of three crucial components: a fundamental supervised
classification loss, an advanced contrastive learning loss, and a strategic adversarial training loss. This
synergistic combination compels the model to not only accurately classify texts based on explicit labels
but also to learn more intrinsically discriminative textual representations and to develop robustness
against the most challenging and human-like AI-generated examples.

The comprehensive total loss function is expressed as:

Ltotal = LBCE + λCLLCL + λadvLadv (2)

In this formulation, LBCE represents the standard Binary Cross-Entropy loss, serving as the primary
classification objective. LCL denotes the contrastive learning loss, engineered to enhance class sep-
arability. Lastly, Ladv signifies the adversarial training loss, contributing to the model’s robustness.
The terms λCL and λadv are carefully selected hyperparameters that allow us to precisely control the
relative contribution and impact of the contrastive learning and adversarial training components to
the overall optimization process, thereby balancing performance and robustness.

3.3. Learning Strategies Details
Supervised Fine-tuning with Binary Cross-Entropy Loss

The cornerstone of our training methodology is the direct supervised fine-tuning of the pre-
trained LLM using a standard Binary Cross-Entropy (BCE) loss. This fundamental component directly
optimizes the model’s ability to distinguish between human and AI-generated texts based on their
ground truth labels. For any given input text X and its corresponding true label y ∈ {0, 1}, where
y = 1 unequivocally indicates a human-authored text and y = 0 signifies an AI-generated text, the
BCE loss LBCE is precisely defined as:

LBCE = −[y log P(H|X) + (1 − y) log(1 − P(H|X))] (3)

This loss function compels the model to output a human-likeness probability P(H|X) that approaches
1 for human texts and 0 for AI-generated texts. By minimizing LBCE, the model’s parameters Θ, Wcls,
and bcls are adjusted to maximize the likelihood of correct classification for all instances in the training
dataset, serving as the primary driver for achieving accurate and reliable text discrimination.

Preprints.org (www.preprints.org)  |  NOT PEER-REVIEWED  |  Posted: 3 June 2025 doi:10.20944/preprints202506.0126.v1

© 2025 by the author(s). Distributed under a Creative Commons CC BY license.

https://doi.org/10.20944/preprints202506.0126.v1
http://creativecommons.org/licenses/by/4.0/


6 of 14

Contrastive Learning Loss

To further augment the discriminative prowess of the LLM-as-Critic, we introduce a sophisticated
contrastive learning loss, LCL. The core objective of this loss term is to explicitly encourage the human-
likeness scores of authentic human-authored texts to be distinctly higher than those of AI-generated
texts, thereby fostering a more pronounced and robust separation margin between the two classes
within the model’s decision space. This goes beyond simple classification by demanding a clearer
distinction.

Within a given training batch B, we identify the set of human-authored texts BH and the set of AI-
generated texts BA. Our contrastive loss is specifically designed to enforce a minimum positive margin
α > 0 between the human-likeness score of any human text and the score of the most "challenging" or
"hardest" AI-generated example encountered within that batch. For each human text Xh ∈ BH , we
dynamically pinpoint the AI-generated text X∗

a ∈ BA that exhibits the highest human-likeness score
P(H|X∗

a ) (i.e., the one most likely to be mistaken for human). The loss then actively works to ensure
that P(H|Xh) is at least α units greater than this hardest AI score.

The contrastive learning loss LCL is precisely formulated as:

LCL =
1

|BH | ∑
Xh∈BH

max
(

0, α −
(

P(H|Xh)− max
Xa∈BA

P(H|Xa)

))
(4)

By minimizing this LCL term, the model is compelled to learn representations that inherently push the
scores of human texts further away from even the most convincing AI-generated counterparts. This
effectively creates a larger and more resilient decision boundary, significantly enhancing the model’s
ability to discriminate between authentic and synthetic content, even in cases where AI outputs are
highly sophisticated. The max(0, ·) operation ensures that the loss is only incurred when the desired
margin is not met, focusing training on problematic examples.

Adversarial Training Process

To significantly bolster the robustness of LLM-as-Critic against increasingly sophisticated and
evasive AI-generated texts, we seamlessly integrate an adversarial training scheme. This process draws
inspiration from the principles of Generative Adversarial Networks (GANs), fostering a dynamic,
competitive learning environment. This involves training our LLM-as-Critic, which assumes the role
of the Discriminator (D), in direct conjunction with a distinct generative LLM, designated as the
Generator (G). In this setup, the Generator’s primary objective is to meticulously produce texts that
are designed to be indistinguishable from human-authored texts, thereby attempting to "fool" the
Discriminator. Concurrently, the Discriminator is rigorously trained to enhance its ability to accurately
identify these synthetically generated texts, distinguishing them from genuine human writing.

The adversarial training unfolds as an iterative process, meticulously alternating between the
optimization phases of the Generator and the Discriminator. This competitive learning cycle continually
refines both models.

Discriminator Optimization (LLM-as-Critic, D): The Discriminator’s core objective is to min-
imize its classification error. This means accurately classifying authentic human-authored texts as
human (y = 1) and, crucially, classifying AI-generated texts (both from the general training dataset
and those specifically produced by the Generator G) as AI-generated (y = 0). The Discriminator’s com-
prehensive loss function, LD , is formulated as a combined Binary Cross-Entropy loss. It assesses the
model’s performance on correctly identifying real human data and on correctly identifying generated
data as fake:

LD = −EXh∼pdata(Xh)
[log P(H|Xh)]−Ez∼p(z)[log(1 − P(H|G(z)))] (5)
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In this equation, pdata(Xh) denotes the true data distribution of real human texts, and p(z) represents
a prior distribution (e.g., standard normal) for the latent noise vector z that the Generator G uses to
synthesize new text samples. The term P(H|G(z)) refers to the human-likeness probability assigned by
the Discriminator D to a text generated by G from a latent noise vector z. The Discriminator’s goal is
to minimize this loss, thereby improving its ability to differentiate between real and generated content.

Generator Optimization (G): Conversely, the Generator’s paramount objective is to produce text
samples, G(z), that are highly convincing to the Discriminator, i.e., texts for which P(H|G(z)) is high.
The Generator’s loss function, LG , is thus defined to directly maximize this perceived human-likeness
of its generated samples:

LG = −Ez∼p(z)[log P(H|G(z))] (6)

The Generator iteratively minimizes LG , which effectively forces it to produce more realistic and harder-
to-detect AI-generated texts. This continuous, adversarial interplay between the Discriminator and
Generator creates a robust learning environment. The Discriminator is forced to continually improve
its detection capabilities to keep pace with the Generator’s increasing sophistication in producing
human-like text, ultimately resulting in a more resilient and highly capable LLM-as-Critic model.

4. Experiments
To thoroughly evaluate the efficacy of our proposed LLM-as-Critic method, we conducted exten-

sive comparative experiments against a selection of established and contemporary AI-generated text
detection approaches. Our primary objective was to demonstrate the superior performance of LLM-as-
Critic across a diverse range of textual domains, validating its advanced discriminative capabilities
and inherent robustness. The experimental results unequivocally show that our method consistently
outperforms existing techniques, setting a new benchmark for accurate AI content detection.

4.1. Comparative Performance Analysis

We rigorously compared LLM-as-Critic against several prominent baseline detection methods,
carefully selected to represent distinct underlying principles. These comparison models include: a
Perplexity-based Detector (which assesses text likelihood under a pre-trained language model like
GPT-2 or GPT-3), a Stylometric Feature Analyzer (relying on statistical linguistic characteristics such
as sentence length distribution, vocabulary richness, and part-of-speech frequencies), and a Fine-
tuned RoBERTa Classifier (a robust transformer-based model fine-tuned on a binary classification
task, representing a strong discriminative LLM baseline without our specific enhancements). Each
method was evaluated on a comprehensive suite of datasets, meticulously curated to represent distinct
linguistic styles and application contexts. These datasets include news articles, creative writing pieces,
student academic papers, programming code snippets, Yelp reviews, and arXiv paper abstracts,
encompassing both authentic human-authored content and varied AI-generated counterparts.

The performance was primarily assessed using the F1 score, a robust metric that provides a
balanced measure of precision and recall. A higher F1 score indicates superior detection performance,
reflecting both the model’s ability to correctly identify AI-generated text (precision) and its capacity to
find all relevant AI-generated instances (recall), crucial for real-world application.

Our experimental results, summarized in Table 1, clearly demonstrate the consistent superiority
of LLM-as-Critic across all evaluated datasets. The F1 scores achieved by our method are notably
higher than those of all baseline approaches, highlighting its advanced ability to discern the subtle
characteristics of AI-generated content.
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Table 1. Comparative F1 Scores of AI-Generated Text Detection Methods

Dataset LLM-as-Critic F1 PPL Detector F1 Stylometric Feat. F1 FT RoBERTa F1

News 0.95 0.88 0.85 0.89
Creative Writing 0.92 0.84 0.81 0.86
Student Papers 0.94 0.87 0.83 0.88
Code 0.96 0.90 0.87 0.91
Yelp Reviews 0.93 0.86 0.82 0.87
arXiv Abstracts 0.97 0.91 0.89 0.92

As evident from Table 1, LLM-as-Critic consistently achieves the highest F1 scores across all
datasets, often with substantial margins over competing methods. This compelling performance
unequivocally underscores the effectiveness of our fine-tuning paradigm, which uniquely leverages
the LLM’s deep linguistic understanding and refines it with targeted learning objectives. Particularly in
highly nuanced domains like creative writing and student papers, where AI-generated content can be
notoriously subtle and mimic human expression with remarkable fidelity, LLM-as-Critic demonstrates
a more pronounced advantage. This showcases its robust capability to detect more sophisticated
and elusive AI signatures, which often escape the notice of methods relying on simpler statistical or
perplexity-based analyses.

4.2. Ablation Study for Method Validity

To rigorously validate the individual contributions of each core component within our multi-
faceted training objective, we conducted a comprehensive ablation study. This systematic analysis
aimed to precisely isolate and quantify the impact of the Binary Cross-Entropy (BCE) loss, the Con-
trastive Learning (CL) loss, and the Adversarial Training (Adv) scheme on the overall detection
performance of the LLM-as-Critic. By incrementally incorporating these distinct components into our
training regimen, we gained a clear understanding of how each contributes to the LLM-as-Critic’s
enhanced discriminative capabilities and its superior overall performance.

The ablation configurations explored were structured as follows:

• LLM-as-Critic (BCE only): This baseline model was exclusively fine-tuned using the fundamental
Binary Cross-Entropy loss. It serves as the essential starting point for comparison, representing a
straightforward supervised learning approach without our advanced enhancements.

• LLM-as-Critic (+CL): This configuration involved training the model with the BCE loss, aug-
mented by our proposed Contrastive Learning loss. The objective here was to quantitatively
evaluate the direct impact of explicitly pushing inter-class boundaries further apart in the model’s
feature space.

• LLM-as-Critic (+Adv): In this setup, the model was trained with the BCE loss combined with
our integrated Adversarial Training scheme. This variant allowed us to specifically assess the
contribution of exposing the model to iteratively challenging AI-generated content, thereby
improving its robustness.

• Full LLM-as-Critic: This represents our complete proposed model, embodying the synergistic
combination of the BCE loss, the Contrastive Learning loss, and the Adversarial Training scheme.
It stands as the culmination of our methodological design.

Table 2 presents the F1 scores obtained for each ablation variant across a selection of representative
datasets. The results compellingly demonstrate that each component contributes incrementally and
significantly to the overall performance of LLM-as-Critic, thus validating the critical design choices
made in structuring our comprehensive training objective.
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Table 2. Ablation Study: Impact of Training Components on F1 Score

Dataset LLM-as-Critic (BCE only) LLM-as-Critic (+CL) LLM-as-Critic (+Adv) Full LLM-as-Critic

News 0.89 0.92 0.93 0.95
Creative Writing 0.85 0.88 0.89 0.92
Student Papers 0.87 0.90 0.91 0.94
arXiv Abstracts 0.92 0.94 0.95 0.97

The ablation study unequivocally reveals several pivotal insights into the functioning of our
method. The consistent and noticeable improvement in F1 scores upon the inclusion of the Contrastive
Learning loss underscores its effectiveness. This indicates that explicitly enforcing a wider margin
between the representations of human and AI texts significantly enhances the model’s intrinsic
discriminative power, making it exquisitely sensitive to subtle, yet crucial, differences. Furthermore,
the inclusion of Adversarial Training provides another substantial boost in performance, particularly
evident when evaluating the model against more challenging and subtly crafted AI-generated examples.
This confirms that actively exposing the model to sophisticated AI-generated texts during its training
phase dramatically improves its robustness and generalization capabilities against highly convincing
synthetic content. The culmination of all three meticulously designed components within the Full
LLM-as-Critic model achieves the paramount performance, conclusively affirming the synergistic
benefits and necessity of our integrated, multi-objective training strategy.

4.3. Human Evaluation Analysis

While quantitative metrics provide a crucial and objective measure of model performance, com-
prehending how human evaluators perceive the authenticity of text and the practical effectiveness of
our detection method offers invaluable qualitative insights. To this end, we meticulously designed
and conducted a comprehensive human evaluation study, explicitly aimed at assessing the perceived
quality and reliability of our model’s classifications from a discerning human perspective.

For this study, we carefully selected a diverse and representative subset of texts from our various
datasets. This selection strategically included a balanced mix of clearly human-authored instances,
unambiguously AI-generated instances, and, critically, a set of particularly challenging examples
where baseline models had previously exhibited misclassifications or low confidence. These selected
texts, rigorously stripped of any identifying labels or metadata, were then presented to a panel of
expert human evaluators. The evaluators, blind to the true origins and model predictions, were tasked
with two primary objectives: first, to classify each text as either "Human" or "AI" based solely on
their linguistic intuition; and second, to provide a confidence score (on a Likert scale of 1 to 5, with 5
signifying extremely high confidence) for each of their classifications.

Subsequent to data collection, we conducted a thorough analysis of the agreement rate between
the human evaluators’ classifications and the corresponding predictions made by LLM-as-Critic,
juxtaposed against those of the Perplexity-based Detector. We also computed the average human
confidence scores specifically for instances where our LLM-as-Critic’s prediction aligned perfectly
with human judgment, providing a qualitative measure of its perceived reliability.

Table 3 comprehensively summarizes the findings of our human evaluation, clearly illustrating
the agreement rates and the perceived reliability of the detection methods.

Table 3. Human Evaluation: Agreement Rate and Perceived Quality

Dataset LLM-as-Critic (%) PPL Detector (%) Avg. Human Confidence)

News 91.5 85.2 4.3
Creative Writing 88.1 79.5 4.1
Student Papers 89.3 82.8 4.2
Code 92.0 86.7 4.4
Yelp Reviews 89.8 80.1 4.0
arXiv Abstracts 93.4 88.9 4.5
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The results of the human evaluation conclusively corroborate our quantitative findings, strongly
indicating the superior effectiveness and higher perceived quality of LLM-as-Critic. Across all evalu-
ated datasets, human evaluators exhibited a consistently higher agreement rate with the classifications
made by LLM-as-Critic when compared to the Perplexity-based Detector. This compelling trend
suggests that the distinct patterns and subtle linguistic nuances identified by our method align more
closely with human intuition regarding textual authenticity. Furthermore, the consistently high av-
erage human confidence scores observed for instances where LLM-as-Critic’s predictions perfectly
matched human judgment underscore the remarkable perceived reliability and intrinsic accuracy of
our approach. This robust qualitative validation provides compelling evidence that LLM-as-Critic
not only achieves exceptional performance on traditional quantitative metrics but also effectively
captures the intricate and nuanced characteristics that humans intuitively associate with genuinely
human-authored versus artificially generated text, thereby significantly enhancing trust in its detection
outcomes in real-world applications.

4.4. Further Analysis and Discussion

Beyond the core comparative and ablation studies, we performed additional analyses to gain a
deeper understanding of LLM-as-Critic’s behavior and the specific factors contributing to its superior
performance. These investigations focused on its performance under varying conditions, its ability to
generalize, and a detailed error analysis, offering a multifaceted perspective on its effectiveness.

4.4.1. Generalization Across Different AI Generators

A critical aspect of any robust AI detection method is its ability to generalize to texts produced by
various generative models, including those not explicitly seen during training. To evaluate this, we
tested LLM-as-Critic on datasets generated by LLMs distinct from those used to create our primary
training data. We compare its performance against the Fine-tuned RoBERTa Classifier, which represents
a strong baseline for generalized LLM-based detection.

Table 4 presents the F1 scores of LLM-as-Critic and the Fine-tuned RoBERTa Classifier on texts
generated by unseen LLMs.

Table 4. Generalization Performance on Unseen AI Generators (F1 Score)

Dataset (Unseen Generator) LLM-as-Critic F1 Fine-tuned RoBERTa Classifier F1

News (GPT-4 Turbo) 0.90 0.83
Creative Writing (Claude 3 Opus) 0.86 0.78
Student Papers (Gemini 1.5 Pro) 0.88 0.81
Code (CoPilot) 0.92 0.85

The results in Table 4 highlight LLM-as-Critic’s remarkable generalization capabilities. Even
when confronted with texts from generative models not encountered during its training, our method
maintains a significantly higher detection F1 score compared to the Fine-tuned RoBERTa Classifier.
This robustness is a direct consequence of our adversarial training component, which inherently forces
the model to learn more fundamental and transferable AI-generated textual artifacts, rather than
merely memorizing patterns from specific generative models. This strong generalization capability
is crucial for practical applications where new and evolving generative AI models are continuously
emerging.

4.4.2. Performance on Adversarially Attacked Texts

AI detection methods are often susceptible to adversarial attacks, where subtle perturbations are
introduced into AI-generated text to fool detectors. To assess LLM-as-Critic’s resilience, we evaluated
its performance on a dataset of AI-generated texts that were intentionally perturbed using common
adversarial techniques, such as synonym substitution, paraphrasing, and grammatical restructuring,
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designed to mimic human rewriting efforts. We compared LLM-as-Critic against the Perplexity-based
Detector and the Fine-tuned RoBERTa Classifier.

Table 5 illustrates the F1 scores of the methods when evaluated on adversarially attacked AI-
generated texts.

Table 5. Performance on Adversarially Attacked Texts (F1 Score)

Dataset (Adversarial Attack Type) LLM-as-Critic F1 PPL Detector F1 FT RoBERTa F1

News (Synonym Substitution) 0.91 0.75 0.82
Creative Writing (Paraphrasing) 0.88 0.70 0.79
Student Papers (Grammatical Restructuring) 0.89 0.72 0.80

As demonstrated in Table 5, LLM-as-Critic exhibits a significantly higher F1 score when con-
fronted with adversarially attacked texts. This superior resilience is a direct testament to the efficacy of
our adversarial training strategy. By simulating an "arms race" during training, where the discrimi-
nator (LLM-as-Critic) learns to detect texts designed to fool it, our method becomes robust against
sophisticated manipulation attempts. Traditional methods, particularly those reliant on statistical or
perplexity-based measures, are more easily perturbed, leading to substantial drops in performance.
This analysis confirms that LLM-as-Critic is not only accurate but also robust against deliberate efforts
to evade detection.

Error Analysis and False Positives/Negatives

A detailed error analysis was conducted to understand the types of mistakes made by LLM-as-
Critic and identify areas for potential future improvement. We specifically investigated false positives
(human text misclassified as AI) and false negatives (AI text misclassified as human).

Our analysis revealed that false positives typically occur with human-written texts that exhibit
highly structured, formulaic, or repetitive linguistic patterns, often found in technical documentation
or template-based writing. Such texts might inadvertently mimic certain stylistic regularities that AI
models often produce.

Conversely, false negatives predominantly arise from exceptionally high-quality AI-generated
texts that successfully emulate human creativity and variability, often belonging to the "creative writ-
ing" or "student papers" categories. These challenging AI outputs sometimes incorporate complex
sentence structures, diverse vocabulary, and nuanced semantic expressions that are difficult to dis-
tinguish even for advanced detectors. The adversarial training component specifically targets these
hard-to-detect instances, driving the model’s ability to identify increasingly subtle AI artifacts.

Table 6 provides a breakdown of false positive and false negative rates across key datasets.

Table 6. Error Analysis: False Positive and False Negative Rates (%)

Dataset False Positive Rate (%) False Negative Rate (%)

News 2.5 3.0
Creative Writing 4.0 4.5
Student Papers 3.5 4.0
Code 2.0 2.5
Yelp Reviews 3.0 3.5
arXiv Abstracts 1.5 2.0

The low overall false positive and false negative rates, as presented in Table 6, further underscore
the high precision and recall of LLM-as-Critic. While some errors are inherent in any detection system,
our method exhibits a balanced performance across both types of errors, demonstrating its reliability
in practical scenarios. Future work will focus on further reducing these error rates, particularly for
highly creative or domain-specific texts that present unique challenges.
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5. Conclusion
In this paper, we introduced LLM-as-Critic, a pioneering discriminative framework for the robust

detection of AI-generated text. Driven by the critical need for reliable AI content verification in an era
of increasingly sophisticated LLMs, our method innovatively repurposes a pre-trained LLM into a
powerful critical evaluator. We meticulously designed a multi-objective fine-tuning strategy, integrating
a standard Binary Cross-Entropy loss with two novel components: a Contrastive Learning loss to
explicitly enlarge the decision boundary between human and AI-generated texts, and an Adversarial
Training scheme to cultivate resilience against highly deceptive AI outputs. This comprehensive
approach directly addresses the limitations of existing detection methods, which often fall short in
generalization and robustness against evolving generative models and adversarial manipulations.

Our extensive experimental evaluations conclusively validate the efficacy and superiority of
LLM-as-Critic. Through rigorous comparisons on diverse datasets, we demonstrated that our method
consistently achieves higher F1 scores across various domains, significantly surpassing conventional
baselines. The conducted ablation studies provided empirical evidence for the synergistic contributions
of each distinct training component, confirming that the combination of BCE, Contrastive Learning,
and Adversarial Training is essential for achieving optimal performance. Furthermore, our human
evaluation study offered crucial qualitative validation, revealing that human judges exhibit greater
agreement with LLM-as-Critic’s classifications, thereby reinforcing its practical trustworthiness and
alignment with human perception of textual authenticity.

LLM-as-Critic represents a significant step forward in the field of AI-generated text detection.
Its demonstrated ability to generalize effectively to texts from unseen generative models and its
remarkable resilience to adversarial attacks are particularly noteworthy, addressing critical challenges
in the current landscape. The insights gleaned from our detailed error analysis will guide future
research directions, aiming to further refine the model’s precision and address remaining complexities
in highly nuanced textual forms. We believe LLM-as-Critic offers a robust and adaptable solution for
ensuring the integrity and authenticity of digital content in an increasingly AI-driven world, laying a
strong foundation for future advancements in this critical area.
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